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1. [bookmark: _Toc80788296]Purpose
[bookmark: scope-of-this-policy][bookmark: _Toc458776055]Money Laundering is the process by which criminals convert money or goods obtained illegally into legitimate funds.
Money Laundering Regulations were first introduced in the UK in 1993, with the aim of preventing criminals from being able to use the financial system to conceal the origins of criminal proceeds. The Financial Conduct Authority (FCA) considers firms undertaking the regulated activity of Credit Broking to be lower risk than those who firms who are undertaking credit lending activities. Nonetheless, all firms have a regulatory requirement under SYSC to have proportionate systems and controls to enable us to identify, assess, monitor and manage the risk of being involved in money laundering or fraudulent transactions.  Our firm also has a legal requirement to identify and report suspicious transactions under Proceeds of Crime Act (2000) (POCA) and the Terrorism Act. 
This policy sets out both firm’s approach to Money Laundering. This policy is designed to work in conjunction with the following policies: 
· Anti-bribery & Corruption Policy
· Gifts, Inducements & Hospitality Policy
· Financial Sanctions Policy 
· Fraud Policy
· [bookmark: Noteone]Whistleblowing Policy 
1. [bookmark: _Toc80788297]Scope
1. This policy applies to all employees and workers 
1. [bookmark: actions-taken][bookmark: _Toc80788298]General guide
Money Laundering is the process by which criminals attempt to hide and disguise the true origin and ownership of the proceeds of their criminal activities as ‘clean’ money or other assets with no obvious link to their criminal origins.  (The legal definition of money laundering for the purposes of UK legislation is contained in Section 340 of the Proceeds of Crime Act 2002).
2. Money laundering activity includes:
· Acquiring, using or possessing criminal property
· Handling the proceeds of crimes such as theft, fraud and tax evasion
· Being knowingly involved in a way with criminal or terrorist property
· Entering into arrangements to facilitate laundering criminal or terrorist property
· Investing the proceeds of crimes through the acquisition of property/assets
· Transferring criminal property
2. The objectives of Money Laundering are to
· Disguise the source of the property/cash
· Disguise the criminals identify
· Conceal the ownership of the property
· Retain an element of control of the property
· Avoid detection and forfeiture
· Benefit securely
· Possibly fund other criminal activity
2. Legislation
Legislation linked to Money Laundering of which employees should be aware include the following:
· The Terrorism Act 2000
· The Proceeds of Crime Act 2002 (POCA)
· The Serious Organised Crime and Police Act 2005
· The Money Laundering Regulations 2007
· The Money Laundering, Terrorist Financing and Transfer of Funds (information on the Payer) Regulations 2017
· Joint Money Laundering Steering Group Guidance (JMLSG)
· Financial Services Markets Act 2000 (FSMA)


2. There are three stages in the money laundering process
· Placement: the physical distribution of the proceeds (e.g. depositing ‘dirty’ cash with someone to launder)
· Layering: involves carrying out multiple and often complex financial transactions, with the specific intention of hiding the original source of illegal deposits
· Integration: returning the ‘cleansed’ funds to the criminal, often in the form of physical assets, via what appears to be a legitimate transaction
2. The main offences are
· Money laundering offences of concealing, arranging or acquiring the proceeds of crime:  maximum penalty 14 years imprisonment and/or fine
· The offence of failure to report knowledge or suspicion of money laundering: maximum penalty 5 years imprisonment and/or fine
· The offence of destroying or disposing of documents which are relevant to an investigation: maximum penalty 5 years imprisonment and/or fine
· Tipping off prejudicing an investigation by informing the subject of a suspicion, or any third party, that a disclosure has been made or that the authorities have received a suspicious transaction report and are acting or proposing to act or investigate: 2 years imprisonment and/or unlimited fine
2. Proceeds of Crime Act 2002:   
Remember it is an offence under the POCA to:
· Own or possess criminal property
· Help another person to obtain conceal or disguise criminal property if you know or suspect that the person has been engaged in, or has benefited from, criminal conduct
If you have a disability that impacts on your attendance at work, the Company will give consideration to whether there are any reasonable adjustments that could be made to your job or other aspects of your working arrangements to minimise absenteeism or assist your return to work.
2. Reporting
It is the MLRO’s responsibility to investigate any suspicions and make the appropriate reports to the FCA and the National Crime Agency (NCA).  

1. [bookmark: _Toc80788299]MLRO Responsibilities
The MLRO is responsible for:
· Working with Team Leaders preparing and reporting any suspicious transactions;
· notifying the firm’s Senior Management;
· ensuring the adequacy of the arrangements made for the awareness and training of staff;
· reporting at least annually to the firm’s governing body on the operation and effectiveness of the firm’s systems and controls;
· monitoring the day to day operation of anti-money laundering controls in relation to products, customers and the firm’s business model; and
· responding promptly to any reasonable request for information made by the FCA or other agencies. 
The firm’s MLRO must report to the National Crime Agency (NCA) any transaction or activity that, after their evaluation, they know or suspect, or have reasonable grounds to know or suspect, may be linked to money laundering or terrorist financing. This is done by means of a Suspicious Activities Report (SAR). Such reports must be made as soon as is reasonably practicable after the information comes to the MLRO. The firm must permit the MLRO to have access to any information in the firm’s possession which could be relevant. The firm’s MLRO must consider each incident and determine whether it gives rise to knowledge or suspicion, or reasonable grounds for knowledge or suspicion. Any approach to the customer or to the intermediary should be made sensitively and probably by someone other than the MLRO, to minimise the risk of alerting the customer or an intermediary that a disclosure to the NCA may be being considered. When considering an incident, the MRLO should take into account any connected business or individuals.
When considering an incident, the MLRO will need to strike the appropriate balance between the requirement to make a timely disclosure to the NCA, especially if consent is required, and any delays that might arise in searching a number of unlinked systems and records that might hold relevant information. 
Given the need for timely reporting, it may be prudent for the MLRO to consider making an initial report to the NCA prior to completing a full review of linked or connected relationships, which may or may not subsequently need to be reported to the NCA. 
The manner of reporting will include a typed, paper-based submission on a standard form as well as the existing electronic submission methods; secure extranet Money Web interface, the NCA’s web-based reporting mechanism (Suspicious Activity Report) SARs Online, encrypted e-mail or encrypted CD ROM. 
Firms should include in each SAR as much relevant information about the customer, transaction or activity as it has in its records. The law enforcement agencies have indicated that details of an individual’s occupation/company’s business and National Insurance Number are valuable in enabling them to access other relevant information about the customer. As there is no obligation to collect this information (other than in very specific cases), a firm may not hold these details for all its customers; where it has obtained this information, however, it would be helpful to include it as part of a SAR made by the firm. 
If after consideration of the information available, the MLRO decides not to make a report to the NCA, the reasons for not doing so should be clearly documented and retained with the internal reports.
1. [bookmark: _Toc80788300]Risk Based Approach
The level of due diligence undertaken by a firm should be on a risk-based approach and proportionate to the size of the risk posed by that relationship.
The factors which help to determine the risk that is posed can be broken down into four main areas:
4. Customer Risk
Different customer profiles have different levels of risks attached to them. A basic identity or in financial services Know your Customer (KYC) check can establish the risk posed by a customer. For example: 
Banking: For example, near-retired individuals making small, regular contributions to a savings account in line with their financial details poses less of a risk than middle-aged individuals making ad-hoc payments of ever-changing sizes into a savings account that does not fit into the profile of the customers’ standing financial data. The intensity of the due diligence conducted on the latter would be higher than that carried out on the former as the potential threat of money laundering in the second case would be perceived as being greater.
Insurance: a customer who is not known to the firm and wants to pay a lump sum cash for an insurance premium that sits outside the firm’s cash handling policy; or a customer who has complex insurance needs which requires changing the insurance risk by vehicle, cover, use, etc. on a regular basis and insisting on paying cash poses a higher potential threat of money laundering and would be perceived as being higher risk.
Motor Finance: a customer that makes regular payments on time through a bank account for their hire purchase poses less of a risk than a customer who wishes to pay in cash on a monthly basis or in a lump sum or makes payments through a bank account but also wants to make additional payments in cash.  The intensity of the due diligence conducted on the latter would be higher than that carried out on the former as a potential threat of money laundering in the second case would be perceived as being greater.
A corporate customer with a complex business structure could represent a higher risk profile as a complex business structure could be used by criminals to introduce layers within transactions to hide the source of the original funds.  
4. Product Risk
[bookmark: _Toc182361268][bookmark: _Toc178993780][bookmark: _Toc168242206][bookmark: _Toc149356428][bookmark: _Toc148155994][bookmark: _Toc144462921][bookmark: _Toc144105583]This is the risk posed by the product or service itself. The product risk is driven by its functionality as a money laundering tool.
The Joint Money Laundering Steering Group has categorised the products with which firms typically deal into three risk bands – reduced, intermediate and increased. As an example, typically pure protection insurance contracts are categorised as reduced risk and investments in unit trusts as increased risk. Additionally, a factor that will contribute to the classification of the risk category is the sales process associated with the product. For example, if the transaction in the product takes place on an advisory basis as a result of a KYC, this will carry less risk than an execution only transaction, whereby a firm knows significantly less about the customer.
we have assessed the product as being medium risk. 
4. Interface Risk
Relationships where customer makes face-to-face contact with the firm can be perceived to carry less risk as this presents an opportunity for the firm to verify that the client’s identity documents are of true likeness to the client. Business conducted at a distance in a non-direct manner can result in an increased exposure of risk to the firm through impersonation.
we have assessed the interface risk medium.
4. Country Risk
The geographic location of the client or origin of the business activity has a risk associated with it, this stems from the fact that countries around the globe have different levels of risk attached to them.
we have assessed the country risk as being as low.  
A firm should determine the extent of their due diligence measure required initially and on an ongoing basis using the above four risk areas.

1. [bookmark: _Toc80788301]Suspicious activity indicators
We have a responsibility to ensure our firm is not used to further financial crime. Below is a list (which is not exhaustive) of suspicious transaction indicators: 
· Clients who are reluctant to provide proof of identity if requested
· Dealing with customers outside our normal geographical area who are not known to us or have links via other customers particularly if such individuals wish to pay in cash
· Where the source of funds is unclear
· Customers purchasing/hiring and returning multi vehicles to create confusion then requesting refunds of premiums to be paid in cash or to other individuals or organisations
· Payment by a card not in their name and/or a transaction made by a third party (linked to Financial Sanctions)
· Unsatisfactory documentation received in response to due diligence requests
· Use of false addresses or post office boxes
· Known criminal or relative or associate of known criminal
1. [bookmark: _Toc80788302]Customer Due Diligence
Customer Due Diligence (CDD) is designed to make it more difficult for the financial services industry to be used for money laundering or terrorist financing. Having sufficient information about a customer and making use of that information is the most effective defence against being used to launder the proceeds of crime.
This section specifies the required customer due diligence measures and in what instances these should be applied. It also describes those customers and products in respect of which no, or limited, CDD measure are required (simplified due diligence). 
6. [bookmark: waste-disposal-and-recycling]What is Customer Due Diligence
A firm needs to carry out customer due diligence and monitoring to:
· satisfy itself that customers are who they say they are
· identify whether a customer is acting on behalf of another
· ensure there is no legal barrier to providing the customer with the product or service requested 
· enable the firm to assist law enforcement, by providing available information on customers or   activities being investigated.
6. Overview of CDD measures:
· Identifying the customer, and verifying their identity
· Identifying the beneficial owner, where relevant, and verifying their identity
· Obtaining information on the purpose and intended nature of the business relationship
It may often be appropriate for the firm to know rather more about the customer than their identity: a firm will, for example, often need to be aware of the nature of the customer’s business in order to assess the extent to which their transactions and activity undertaken with or through the firm is consistent with that business.
6. A firm must apply CDD measures when it:
· Establishes a business relationship
· Carries out an occasional transaction
· Suspects money laundering or terrorist financing; and
· Doubts the veracity of documents, data or information obtained for the purpose of identity verification
6. Know your customer
If a firm can carry out a variety of activities with a customer, when a business relationship is formed, in order to establish what might constitute normal activity later in the relationship, it would be appropriate for the firm to ascertain the nature of the business a client expects to conduct in advance.
Once an on-going business relationship has been established, any regular business undertaken for that customer can be assessed against the expected pattern of activity of the customer. Any unexplained activity can then be examined to determine whether there is a suspicion of money laundering or terrorist financing.
Examples of information that may be captured by firms may include a client’s income, occupation, source of wealth, trading habits and the economic purpose of any transaction. At the start of the relationship personal information may also be obtained, such as, nationality, date of birth, and residential address. These pieces of information should also be considered in respect to the risk of financial crime (including Anti Money Laundering)). For high risk transactions it might be appropriate to seek verification of the information the client has provided.
6. Source of Funds
When a transaction takes place, the source of funds, i.e., how the payment is to be made, from where and by whom, must always be ascertained and recorded. e (this would usually be achieved through retaining a copy of the cheque or direct debit mandate). 
6. Simplified Due Diligence (SDD)
Simplified due diligence means not having to apply CDD measures; in practice, this means not having to identify the customer, or to verify the customer’s identity, or, where relevant, that of a beneficial owner, nor having to obtain information on the purpose or intended nature of the business relationship. It is, however, still necessary to conduct ongoing monitoring of the business relationship. Simplified Due Diligence will depend on the type of customer, the type of product, or the size of the transaction.
Simplified due diligence may be applied to:
· Companies listed on a regulated market
· Where the applicant itself is authorised to undertake UK financial activity under FSMA 2000 or is a non-UK financial sector firm covered by the Money Laundering Directive, or is undertaking regulated financial sector activities in a country with equivalence status.
· Beneficial owners of pooled accounts held by notaries or independent legal professionals
· UK public authorities
· Community institutions
· Certain life assurance and e-money products
· Certain pension funds
· Certain low risk products such as certain general insurance products and finance arrangements
· Child trust funds/Junior ISAs
Please note that the exemptions from the identification procedures for customers are all subject to the overriding condition that there is no knowledge or suspicion on the part of the firm or its employees, or no reasonable grounds for knowing or suspecting, that the customer, or any person on whose behalf the customer is acting, is engaged in Money Laundering. 

6. Enhanced Due Diligence (EDD)
A firm must apply EDD measures on a risk-sensitive basis in any situation which, by its nature, can present a higher risk of money laundering or terrorist financing. As part of this, a firm may conclude, under its risk-based approach, that the standard evidence of identity is insufficient in relation to the money laundering or terrorist financing risk, and that it must obtain additional information about a particular customer.
The extent of additional information sought, and of any monitoring carried out in respect of any customer, or category of customer, will depend on the money laundering or terrorist financing risk that the customer, or category of customer, is assessed to present to the firm.
1. [bookmark: _Toc80788303]Verification of client identity 
7. [bookmark: related-policies-and-documents]Private Identification – Face to face
The standard identification requirement for customers who are private individuals is generally governed by the circumstances relating to the customer and the product type, which is being dealt in, i.e. the level of risk attributed to the product whether it is a reduced risk, intermediate risk or an increased risk product. Taking this into account for reduced risk and intermediate risk products, the following pieces of information are required as a standard for identification purposes:
· Full Name
· Residential Address
· Date of Birth
7. Verification
Verification of the information obtained must be based on reliable and independent sources – which might either be documents produced by the customer, or electronically by the firm, or by a combination of both. Where business is conducted face-to-face, firms should see originals of any documents involved in the verification.
If documentary evidence of an individual’s identity is to provide a high level of confidence, it will typically have been issued by a government department or agency, or by a court, because there is a greater likelihood that the authorities will have checked the existence and characteristics of the persons concerned. In cases where such documentary evidence of identity may not be available to an individual, other evidence of identity may give the firm reasonable confidence in the customer’s identity, although the firm should weigh these against the risks involved.
If the identity is to be verified from documents, this should be based on:

Either a government issued document which incorporates:
· The customer’s full name, and 
Either/Or
· Their residential address
· Their date of birth (see lists below)
Photographic Government Issued Identity Documents:
· Valid passport
· Valid photo-card UK driving licence full or provisional 
· National Identity card (non-UK nationals)
· Firearms certificate or shotgun licence
· Identity card issued by the Electoral Office for Northern Ireland
Alternatively, identify can be confirmed via a non-photographic government issued document which incorporates the customer’s full name, supported by a second document, which incorporates:
· The customer’s full name, and 
Either/Or
· Their residential address
· Their date of birth (see lists below)
7. Non-Photographic Government Issued Identity Documents:
· Valid full non-photographic UK Driving Licence (may be used as proof of address or identity but not both)
· State Pension/Benefits Book or Notification Letter (may be used as proof of address or identity but not both)
· Sub-contractors Certificate
· HMRC Tax Notification (P45 or P60 may not be used)
· Resident Permit issued to EU Nationals by Home Office
· Identity Card (EEA members and Switzerland only)
· Local Authority Tax Bill
7. Evidence of Address
· Current bank statements, or credit/debit card statements, issued by a regulated financial sector firm in the UK, EU or an equivalent jurisdiction (but not ones printed off the internet and not less than 3 months old)
· House or motor insurance certificate
· Utility bills (not including mobile phone bills, not ones printed off the internet and not less than 3 months old)
· Current council tax demand letter or statement, rent card or tenancy agreement
· Home visit (premises must be entered)
· Solicitor letter confirming completion of house purchase or land registration (certified copy)
· Electoral role check (certified copy)
· State Pension or Benefits Book (may be used as proof of address or identity but not both)
· Valid UK driving licence (may be used as proof of address or identity but not both)
For increased risk level products, in addition to obtaining the standard information detailed above, the following know your customer information should be obtained and recorded:
· Employment and income details
· Source of wealth (i.e. source of the funds being used in the transaction)
7. Non-Government Issued Identity Documents
Non-government-issued documentary evidence confirming identity should normally only be accepted if it originates from a public-sector body or another regulated financial services firm or is supplemented by knowledge that the firm has of the person or entity, which it has documented.
7. Electronic Verification
Before using a commercial agency for electronic verification, a firm should be satisfied that information supplied by the data provider is considered to be sufficiently extensive, reliable and accurate. This judgment may be assisted by considering whether the provider meets all the following criteria:
· it is recognised, through registration with the Information Commissioner’s Office, to store personal data;
· it uses a range of positive information sources that can be called upon to link an applicant to both current and previous circumstances;
· it accesses negative information sources, such as databases relating to identity fraud and deceased persons;
· it accesses a wide range of alert data sources; and
· it has transparent processes that enable the firm to know what checks were carried out, what the results of these checks were and what they mean in terms of how much certainty they give as to the identity of the subject.
It is important that the process of electronic verification meets a standard level of confirmation before it can be relied on. The standard level of confirmation, in circumstances that do not give rise to concern or uncertainty, is:
· one match on an individual’s full name and current address, and
· a second match on an individual’s full name and either his current address or his date of birth.
To mitigate the risk of impersonation fraud, firms should either verify with the customer additional aspects of his identity which are held electronically.
· Where identity is verified electronically, or copy documents are used, a firm should apply an additional verification check to manage the risk of impersonation fraud. These may be checks which the firm routinely undertakes as part of its existing procedures including:
· requiring the first payment to be carried out through an account in the customer’s name with a UK or EU regulated credit institution
· telephone contact with the customer prior to opening the account on a home or business number which has been verified using it to verify additional aspects of personal identity information that have been previously provided during the setting up of the account
· communicating with the customer at an address that has been verified
· requiring copy documents to be certified by an appropriate person
· internet sign-on following verification procedures where the customer uses security codes, tokens, and other passwords which have been set up during account opening and provided by mail
· other card or account activation procedures
7. [bookmark: _Toc234814607][bookmark: _Toc234899826]Non ‘Face to Face’ Customers
Non-Face-to-Face due diligence applies to any client whom you are not meeting in person. Non-Face-to-Face transactions pose a greater risk than those conducted in person because it is more difficult to be sure that the person with whom you are dealing is the person they claim to be. Therefore, this type of customer would qualify for an enhanced due diligence check.
Where verification of identity is conducted remotely the original documentation will either need to be obtained by electronic means, post or copies provided which have been certified by a person of appropriate standing. Originals of personal identity documents should not be submitted via post, instead, certified copies of these documents should be forwarded to the firm as this will protect against dangers of postal intercept and fraud.
7. UK Nationals
Certification of identity documents of UK nationals can be undertaken by a regulated or professional person covered by the money laundering regulations or by somebody from a government department/agency or organisation. This means that the documentation could be certified by one of the following people:
· Accountant
· Authorised Financial Intermediary
· Banker
· Civil Servant
· Doctor
· Solicitor
· Teacher
· Other qualified Individuals
7. Non-UK Nationals
The same procedures would apply for customers who are Non-UK Residents and wish to solicit services on a remote basis however; the identity documentation in this case may be certified only by the following:
· An embassy, consulate or high commission of the country of issue; or
· lawyer or attorney; or
· for international students, only by staff in the registry of a UK higher education institution.
The regulations require, where business is being conducted on a non-face-to-face basis, additional checks to guard against identity fraud should be conducted.

· Source of Funds: 
Evidence of the source of funds should be obtained and the information recorded. Consideration should be given to the jurisdiction from which the funds are originating. If the jurisdiction does not have a comparable anti-money laundering / counter terrorist financing framework to that of the UK, extreme care should be taken. 

· Proof of Name:
Evidence of name should be taken through sight of a document from the relevant list and recorded (see Due Diligence requirements section 7.1.2 and following sections.
Wherever possible, evidence of the document used should be copied and retained on the file.

· Proof of Address:
Evidence of address should be taken through sight of a separate document to that used to evidence the client’s name. 

· Know Your Customer:
The following know your customer information should be obtained and recorded:
· Employment and income details
· Source of wealth
The source of wealth is the source from which the client accumulated the funds being used in the transaction e.g. lottery win, inheritance, disposable income, matured investment, etc.  The client’s employment is their job title; their income should include income from all sources.
Home Office confirmation should be sought verifying that the client has permission to be in the UK.  A copy of a work permit would be sufficient for this purpose.  
7. Recently arrived Non-UK Nationals
If the client is a non-UK national and has arrived in the UK in the last three months an additional check must be carried out by contacting their employer (or place of education) to corroborate their identification and permanent residential address. This may be done either by telephone or in writing (written evidence is preferred). The firm is likely to require the client’s authority before an employer or educational institution will release such information.
7. Record Keeping
It is recommended that you take copies of the documents used for verification whenever possible (e.g. when seeing a client in your office or where copying facilities are available).
Whenever you take copies of identification evidence these must be dated and signed “original seen”. 
Where a copy of evidence taken includes a photograph you must also certify that the photograph provides a good likeness of the client by writing on the photocopy “the photograph is a good likeness of the applicant”. 
Where a new residential address cannot be proved, because the address is only temporary or because verification evidence is not yet available, then the previous address should be verified. The current address should be verified as soon as practically possible afterwards.  Notes should be held on file to clarify the situation.
1. [bookmark: _Toc80788304]Corporate Customers 
8. Unlisted PLCs and Limited Liability Partnerships (LLPs)
For these types of companies, a firm should obtain the following information as standard:
· Full name
· Registered number
· Registered office in country of incorporation
· Business address
· Names of all directors (or equivalent)
· Names of beneficial owners who own or control over 25% of its shares or voting rights
· Confirmation that the individual the firm is dealing with has authority to act on behalf of the company (customer)
· Existence of the corporate body has to be verified (this can be done by obtaining a copy of the company’s Certificate of Incorporation of equivalent)
The firm must ascertain whether the individual acting on behalf of the company is authorised to do so; this can be done in the following ways:
· Obtaining a copy of the board resolution giving the individual authority to act;
· Obtaining confirmation from the legal department of the firm that the individual is authorised to act
· Calling the company from an independently verified number (e.g. form a phone book) and check the individual’s credentials with a third party at the firm. The client may need to be informed that the check is a part of procedures
· In the case where a director of a firm has written in respect of a transaction on company letter headed paper, then that in itself should satisfy the requirement.
In the case of higher risk transactions, i.e. when dealing with ‘increased risk products’ then the following should be verified also on a risk based approach:
· Whether there are any entities with a direct or indirect a beneficial interest of 25% or more e.g. a subsidiary 
· Any entity authorised to give instructions to move assets or funds (e.g. signatories)
Such verification could be achieved by the firm obtaining a letter of confirmation from the company secretary of the parent company or through obtaining a copy of the annual reports from the parent company which make reference to the subsidiary.
You should retain awareness of changes to beneficial ownership that might occur over time. If you were to carry out further transactions for the same company, you would be expected to identify any such changes and ensure that new shareholders or beneficial owners are verified where necessary.
Where the individual with whom you are dealing does not appear on the list of directors which you obtain, you should verify that the individual with whom you are dealing is authorised to act.  
8. Sole Traders and Partnerships
When the customer is an unincorporated business such as a sole trader or a partnership, the following verification of identity checks should be carried out:
· Each partner/beneficial owner must be verified (as a private individual);
· Any individual not in the above group who has the ability to control the product (e.g. signatories) must be verified (as a private individual);
· Obtain evidence of the trading address through sight of an original bank statement or utility bill, less than 3 months old, in the name of the unincorporated business.
You should also satisfy yourself as to the purpose of the partnership/business and the activities they undertake. Where a formal partnership arrangement is in place, sight of this should be obtained.
1. [bookmark: _Toc476232369][bookmark: _Toc476147992][bookmark: _Toc80788305]Further information
[bookmark: _Toc476147993]Any queries or comments about this policy should be addressed to the HR Department.
1. [bookmark: _Toc476232370][bookmark: _Toc80788306]Policy owner
This policy is owned and maintained by the Compliance team. 
1. [bookmark: _Toc476232371][bookmark: _Toc476147994][bookmark: _Toc80788307]Policy review date
Date last reviewed: 01/01/2024
Appendix A
Risk evaluation - Medium
Our Policy
We have considered the above issues in relation to our regulated activities and we have assessed the risk of money laundering posed by our business to be low based on the following considerations and mitigation processes:
1. The firm undertakes the following consumer credit activities – credit broking, debt counselling and debt adjusting.
1. In the majority of circumstances, we only deal with individuals that are resident in the UK. However, when we do deal with individuals who are not UK nationals, we will follow the guidance in section 7.1.9 of this document. 
1. While we may transact regulated business on both a face to face and distance basis, however, we satisfy ourselves that the customers are who they say they are by conducting the appropriate due diligence.  
1. Where appropriate satisfactory evidence is obtained.  We record that we have received appropriate evidence and keep this record for 5 years. 
1. We will take into account any experience/knowledge we may have of the customer where we have previously dealt with them.
1. Commercial customers, sole traders and partnerships where there is another person likely to benefit from the product or service will undergo our firm’s due diligence.
1. If we suspect, we are dealing with a suspicious transaction we take the following steps:
· If appropriate refer to another member of staff but not in a manner that would alert the customer to the fact we have knowledge or are suspicious of money laundering (tipping off) or any other suspicious activities.
· Where appropriate, request more detailed identity checks as per section 7.1.4 above.
· We will not discuss our suspicions with anyone within or outside the office who is not authorised to deal with such concerns.
· The staff member will report in confidence to the MLRO and agree a course of action which may include gaining supplementary information, documentation, etc. The MLRO will assist the staff member and where appropriate take over the transaction.
· The MRLO will notify Resolution of any such concerns; Resolution will then manage the investigation and external notifications
· The MLRO will acknowledge in writing to the staff member that the MLRO will undertake an investigation and that the member of staff has filled their obligation by reporting the suspicion.
· The MLRO may, if appropriate, make a duplicate file which will be marked ‘Confidential Restricted’ and kept in a secure place which has restricted access. In this scenario, the general file to be used by staff for the IHC’s transaction will be marked as ‘Refer to the Head of Corporate & Commercial Law’.
· The MLRO will undertake a thorough investigation and make a report of the suspicious event, even if the business is not taken up.  
· The report will include:
· Details of all parties to the transaction
· How the identity of the client was verified
· A full description of the transaction
· Reasons for suspicion and supporting evidence
1. Internal logging and notification to the firm’s Approved Persons will be made of the suspicion.
1. The matter will be reported within 7 days to the National Crime Agency (NCA). Information regarding reporting is found on www.nca.gov.uk.  All correspondence will be kept of 5 years.
1. If a regulator, the FCA/ MoJ/ Finance House/Insurers/Police must be notified, notification will be made by our MLRO. 
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